GOOD SECURE MANAGEMENT SUITE

The Challenge

How do you quickly and easily deploy mobile devices across a growing range of device types and platforms (iOS, Android, Windows, BlackBerry 10, etc.)?

The Solution

The enterprise is going mobile. Whereas in years gone by only a few users used mobile devices in the enterprise, today the mobile population is immense. Some organizations are even allowing users to bring their own devices (BYOD) into the enterprise. IT needs to stay on top of this growing set of mobile users by enforcing device policies, controlling app distribution and securing access to the corporate intranet. The Good Secure Management Suite enables IT with the control they need to manage this growing mobile population from a simple cloud-based solution.

Provide Control and Visibility to Mobile Devices

As organizations enable mobile devices they must ensure these devices comply with their organization-specific IT policies and that configuration is pushed to devices. However, the increasing complexity of the landscape challenges IT. Unlike traditional PC management, mobile environments are highly heterogeneous. Therefore, organizations must adopt a single mobile device management (MDM) solution that supports a wide range of technologies such as Apple iOS, Android, Windows Pro, Windows Phone and a growing set of wearable devices and ownership models such as Bring Your Own Device (BYOD), Corporate-Owned, Personally-Enabled (COPE) and Corporate-Owned Business-Only (COBO).

- Set policy controls across a wide array of mobile devices
- Detect and restrict access from jailbroken or rooted devices
- Support iOS, Android, Windows, and Windows Phone and others from a single console
- Employ a wide range of technology options for Android devices including Samsung KNOX and Android for Work
- Control a growing set of wearables and IOT devices such as Android Wear and Apple Watch
- Support multiple ownership models, use cases and security requirements from a single solution
- Deploy and manage simply through a web based console with the option of a cloud-hosted service

Provide Access to Corporate Resources and Apps

Managing the mobile device, however, is insufficient for the needs of mobile users. Increasingly users are relying on mobile apps as well as access to resources behind the corporate firewall. The Good Secure Management Suite enables organizations to manage apps on the device and provide a secure browser to access key corporate resources. The Good Secure Management Suite enables organizations to:

- Manage policies, whitelists, blacklists and other app controls and report on app installations
- Provide mobile intranet access with a fully encrypted and secured connection back into the enterprise
- Utilize a containerized browser for deploying HTML5 apps to laptops and desktops
### About BlackBerry

BlackBerry is securing a connected world, delivering innovative solutions across the entire mobile ecosystem and beyond. We secure the world’s most sensitive data across all end points – from cars to smartphones – making the mobile-first enterprise vision a reality.

Founded in 1984 and based in Waterloo, Ontario, BlackBerry operates offices in North America, Europe, Middle East and Africa, Asia Pacific and Latin America. The Company trades under the ticker symbols “BB” on the Toronto Stock Exchange and “BBRY” on the NASDAQ. For more information, visit [us.blackberry.com](http://us.blackberry.com).
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